
Solutions for Data Communication(15CS46) IAT-1 

 
1 a) List and explain different components used in data communication system                      (4) 

   b) With neat diagram, explain any three network topologies                                                   (6) 

 
Solution: 

1a) 

 

 

 
b) Three different topologies described below: 

 



 

 
ii) 

 

 



 

 
 

2) With a neat schematic, explain the working of different layers in TCP/IP network model (10) 

 

 



 
 

Physical Layer  
The physical layer coordinates the functions required to carry a bit stream over a physical medium. It deals with the 

mechanical and electrical specifications of the interface and transmission medium. It also defines the procedures and 

functions that physical devices and interfaces have to perform for transmission to occur. The following figure shows 

the position of the physical layer with respect to the transmission medium and the data link layer. 

 

 
 
The physical layer is also concerned with the following:  

 

Physical characteristics of interfaces and medium. The physical layer defines the characteristics of the  

interface between the devices and the transmission medium. It also defines the type of transmission  

medium.  

Representation of bits. The physical layer data consists of a stream of bits (sequence of 0s or ls) with no  

interpretation. To be transmitted, bits must be encoded into signals-electrical or optical. The physical layer  

defines the type of encoding (how 0s and 1s are changed to signals).  

Data rate. The transmission rate--the number of bits sent each second--is also defined by the physical  

layer. In other words, the physical layer defines the duration of a bit, which is how long it lasts.  

Synchronization of bits.The sender and receiver not only must use the same bit rate but also must be  

synchronized at the bit level. In other words, the sender and the receiver clocks must be synchronized.  

Line configuration. The physical layer is concerned with the connection of devices to the media. In a  

point-to-point configuration, two devices are connected through a dedicated link. In a multipoint  

configuration, a link is shared among several devices.  

Physical topology. The physical topology defines how devices are connected to make a network. Devices  

can be connected by using a mesh topology (every device is connected to every other device), a star  

topology (devices are connected through a central device), a ring topology (each device is connected to the  

next, forming a ring), a bus topology(every device is on a common link), or a hybrid topology (this is a  

combination of two or more topologies).  



Transmission mode. The physical layer also defines the direction of transmission between two devices:  

simplex, half-duplex, or full-duplex. In simplex mode, only one device can send; the other can only  

receive.The simplex mode is a one-way communication. In the half-duplex mode, two devices can send  

and receive, but not at the same time. In a full-duplex (or simply duplex) mode, two devices can send and  

receive at the same time.  

 

Data Link Layer  
The data link layer transforms the physical layer, a raw transmission facility, to a reliable link. It makes the physical 

layer appear error-free to the upper layer (network layer). The figure shows the relationship of the data link layer to 

the network and physical layers. 

 
 
Other  responsibilities of the data link layer include the following:  

Framing. The data link layer divides the stream of bits received from the network layer into manageable  

data units called frames.  

Physical addressing. If frames are to be distributed to different systems on the network, the data link layer  

adds a header to the frame to define the sender and/or receiver of the frame.If the frame is intended for a  

system outside the sender's network, the receiver address is the address of the device that connects the  

network to the next one.  

Flow control. If the rate at which the data are absorbed by the receiver is less than the rate at which data  

are produced in the sender, the data link layer imposes a flow control mechanism to avoid overwhelming  

the receiver.  

Error control. The data link layer adds reliability to the physical layer by adding mechanisms to detect  

and retransmit damaged or lost frames. It also uses a mechanism to recognize duplicate frames. Error  

control is normally achieved through a trailer added to the end of the frame.  

Access control. When two or more devices are connected to the same link, data link layer protocols are  

necessary to determine which device has control over the link at any given time. 

 

 
 
Communication at the data link layer occurs between two adjacent nodes. To send data from A to F, three partial 

deliveries are made. First, the data link layer at A sends a frame to the data link layer at B (a router). Second, the 

data link layer at B sends a new frame to the data link layer at E. Finally, the data link layer at E sends a new frame 

to the data link layer at F.  



Network Layer  

The network layer is responsible for the source-to-destination delivery of a packet, possibly across multiple 

networks (links). Whereas the data link layer oversees the delivery of the packet between two systems on the same 

network (links), the network layer ensures that each packet gets from its point of origin to its final destination.  

If two systems are connected to the same link, there is usually no need for a network layer. However, if the two 

systems are attached to different networks (links) with connecting devices between the networks (links), there is 

often a need for the network layer to accomplish source-to-destination delivery. The figure shows the relationship of 

the network layer to the data link and transport layers 

 
 

Other responsibilities of the network layer include the following:  

 

Logical addressing.The physical addressing implemented by the data link layer handles the addressing  

problem locally.If a packet passes the network boundary, we need another addressing system to help  

distinguish the source and destination systems. The network layer adds a header to the packet coming from  

the upper layer that, among other things includes the logical addresses of the sender and receiver.  

Routing. When independent networks or links are connected to create internetworks (network of networks)  

or a large network, the connecting devices (called routers or switches) route or switch the packets to their  

final destination. One of the functions of the network layer is to provide this mechanism. 

The figure illustrates end-to-end delivery by the network layer. 

 
 
The network layer at A sends the packet to the network layer at B. When the packet arrives at router B, the router 

makes a decision based on the final destination (F) of the packet. As we will see in later chapters, router B uses its 

routing table to find that the next hop is router E. The network layer at B, therefore, sends the packet to the network 

layer at E. The network layer at E, in turn, sends the packet to the network layer at F.  

 

 

 



Transport Layer  

The transport layer is responsible for process-to-process delivery of the entire message.A process is an application 

program running on a host. Whereas the network layer oversees source-to-destination delivery of individual packets, 

it does not recognize any relationship between those packets. It treats each one independently, as though each piece 

belonged to a separate message, whether or not it does. The transport layer, on the other hand, ensures that the whole 

message arrives intact and in order, overseeing both error control and flow control at the source-to-destination level. 

The figure shows the relationship of the transport layer to the network layer. 

 
 

Other responsibilities of the transport layer include the following:  

 Service-point addressing. Computers often run several programs at the same time. For this reason, source-to-

destination delivery means delivery not only from one computer to the next but also from a specific process (running 

program) on one computer to a specific process (running program) on the other. The transport layer header must 

therefore include a type of address called a service-point address (or port address). The network layer gets each 

packet to the correct computer; the transport layer gets the entire message to the correct process on that computer.  

 

 Segmentation and reassembly. A message is divided into transmittable segments, with each segment containing 

a sequence number. These numbers enable the transport layer to reassemble the message correctly upon arriving at 

the destination and to identify and replace packets that were lost in transmission.  

 

 Connection control. The transport layer can be either connectionless or connection-oriented. A connectionless 

transport layer treats each segment as an independent packet and delivers it to the transport layer at the destination 

machine. A connection-oriented transport layer makes a connection with the transport layer at the destination 

machine first before delivering the packets. After all the data are transferred, the connection is terminated.  

 
Flow control. Like the data link layer, the transport layer is responsible for flow control.However, flow control at 

this layer is performed end to end rather than across a single link.  

 

 Error control. Like the data link layer, the transport layer is responsible for error control. However, error control 

at this layer is performed process-to-process rather than across a single link. The sending transport layer makes sure 

that the entire message arrives at the receiving transport layer without error (damage, loss, or duplication). Error 

correction is usually achieved through retransmission.  

The figure illustrates process-to-process delivery by the transport layer. 

 
Application Layer  



The application layer enables the user, whether human or software, to access the network. The two application 

layers exchange messages between each other as though there were a bridge between the two layers. However, we 

should know that the communication is done through all the layers. Communication at the application layer is 

between two processes (two programs running at this layer). To communicate, a process sends a request to the other 

process and receives a response. Process-to-process communication is the duty of the application layer. The 

application layer in the Internet includes many predefined protocols, but a user can also create a pair of processes to 

be run at the two hosts.It provides user interfaces and support for services such as electronic mail, remote file access 

and transfer, shared database management, and other types of distributed information services. 

 

 


The Simple Mail Transfer Protocol (SMTP) is the main protocol used in electronic mail (e-mail) service.  

 The File Transfer Protocol (FTP) is used for transferring files from one host to another.  

The Terminal Network (TELNET) and Secure Shell (SSH) are used for accessing a site remotely.  

 The Simple Network Management Protocol (SNMP) is used by an administrator to manage the Internet at global 

and local levels.  

 The Domain Name System (DNS) is used by other protocols to find the network-layer address of a  

Computer 

 

3a) Write a short note on transmission impairments          (06) 

  b)  i) If a telephone line has a bandwidth of 4KHz. When the signal is 10 V, the noise is 5 mV. What is the 

maximum data rate supported by this telephone line?                                                 (02) 

       ii) A network with bandwidth of 10Mbps can pass only an average of 18000 frames per minute with each 

frame carrying an average of 10,000bits. Find the throughput of the network   (02) 

 

 



 

 

 

 



 

b) i)   Capacity= Bandwidth* log2(1+SNR)   

   SNR= (10 V)/ (5 mV)=10/.005=2,000 

Capacity=4*1000*2000=8,000,000Hz= 8MHz 

 

ii)   Throughput= (18,000*10,000)/60= 3Mbps 

 

4a) Represent the give sequence 101001011 in NRZ-I, Manchester, RZ, AMI        (04) 

  b) Write a short note on Baseband transmission               (06) 
a) 

 

 
 

 

b) 

 

 



 

 
 

 

 



 

 
 

5a) Explain serial and parallel transmission modes               (08) 

   b)An analog signal has a bit rate of 8000 bps and a baud rate of 1000 baud. How many data elements 

are carried by each signal element? How many signal elements do we need?               (02) 
 

 
  

 



 
 

 

 



 
 

b)   baud rate= (bit rate)/r   r=no. of data elements carried by each signal element 
    so, r= (bit rate)/ baud rate= 8000/1000= 8bits/SE 

          r=log2L    ,  L=2r=28=256 

 

 
6) Explain the working of PCM encoder with an example.     (10) 

 

 
 

 



 

 
 

 



 

 
 

7) Explain the working the of BASK and BFSK with example                                   (10) 

 

 
 

 



  3) Oscillator generates the carrier signal with fixed frequency and dependa on the binary stream 

multiplexer generates the modulated signal according to 1 & 2 

 

 
 

 

 

 



8) Explain the working of QPSK. Generate the analog signal for the bit pattern 10110100 which transmits 
2 bits/time period              (10) 

 

 

 

 
Now with the given bit pattern 10110100, taking 2 bits at a time, we will get 

 

Bit 

Pattern 

Modulated signal equation Phases for modulated signal 

00 -Acosw(t)  - Asinw(t) -135 

01 -Acosw(t)  + Asinw(t) 135 

11 Acosw(t)  + Asinw(t) 45 

10 Acosw(t)  - Asinw(t) -45 

So the resultant signal will follow the phase shift according to the above example (sequence is different) 


