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Explain the organizational interfaces of digital switching central office.
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Figure 7.1, Orzamzational interfaces of a typical CO

Interfuces of a Typical Digital Switching System Central Qffice

Ilost of the comenon interfaces needed for a digital switching systern central office are
showm in Fig. 7.1, The maintainability of a CO depends on satisfiying the needs of all these and
other interfaces. & group of COs is usually azsigned to a switching contrdl centsr (300, in the
Bell Operating Companies environment, but local maintenance personnel are also inwvolved in
maintaining ©0s The newxt level of maintenance iz assigned to the electronic switching system
assistance center (ESAC) in parallel with the mairtenance engineers. Mainterance engineers are
not involved with daily maintenance but oversse resolution of recurrent maintenance izsues. The
ESAC orgamzation uswmally controls genenc upgrades, patching, operational trouble reports
[(OTEz), and interfaces with the supplier's regional techmical assistance certers (RTACS) and
technical assastance centers (TACS) to sdve ummsual and difficult maintenance problems. Mote
that this 1z only a typical arrangement and wall vary wath telephone companies and switching
systern products. But most telephone compames support different lewels of digital switch
mainterance. These other departtments interact with a digital swatch




- Engineering support:

This departrment writes specifications for a new digital switch and engineers' additions to
the existing CO. This department also interfaces with the supplier's engineening department, CO
plant departmernt, and traffic department wath the objective of izsuing acourmte engineenng
specifications for a new digital switch installation or addition.

- Billing centar:

The billing center 15 responzible for processing automatic message accounting (ANA) or
billing tapes from a CO to produce custormer bills. Currently, billing information can also be
transmutted directly to the billing center.

- SECUrTiv:
This department provides security services for the digital switching system to prewvent
unauthorized entry and frandulent uze of the telephone service.

- mpecial iranslation suppori:
This group provides support in establishing wmsual translations for COs that prowvide
special services for large comporations with complete call routings, trank translations, ete.

- Trunk and line assignment:
This group's main fanction is to assign lines and trunks to a digital switch's line
equipment and trads equipment, respectively. It also maintains database of line and tronls
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Explain Impact of software patches on digital switching system maintainability

The frequency of géneric releases fora large digital switching systetn is usually limited to a few
times a wear; howewer, some digital swatching systemns are begnning to deploy new releases
more often. In between these releases all software corrections are incotporated wia patches?
Patches are a "gquick fiz" or program modification without recompilation of the entire generic
releaze. In the case ofreal-time operational systems, it 12 usually difficult to install patches since
the digital switching system works contimously and patches have to beapplied without bringing
the systerm dowrn

2a)

Explain system outage and itsimpact on digital switching system reliability




- Saftware deficisnciss,
Thiz includes software "bugs" that cause memory errors or program loops that can be cleared
orly by maj or indtialization.

- Hardware failure.

Thiz relates to sirngplex and/or duplex hardware fdlures in the system which result in a system
outage.

- Imeffective recovery.

Thiz category includes failure to detect trouble until after service has been impaired and filure
to propety isolate a faulty unit due to a shortcorning ofthe software and/or documertation.

- Procedural error.

It shott, these are "cockpit" or craft errors which hawe caused loss of service. Examples may
include inputing wrong translation data or taldng incorrect action during repair, growth, and
update procedures. Based on earlier studies of outage performance, an allocation of 3 mimites
per year oftotal system downtime has been made to each of the above categories.

The rmost important finding in the switching system outage study was that over 40 percent of
outages were caused by procedural errors directly related to digital switch rraintainability 1ssues.
To reduce digital systern outage, a concerted effort is required in all four categories mertioned
ahove. However, this chapter focuses on the reduction of system outages by proper digital switch
mainterance, since currently this is the highest contnbuting category. The nestt few subsections
glaborate onareas that need to be studied to improve digital switching system maintainability.

Explain with block diagram the methodology for reporting and correction of
field

In the digital switching ermwiromment, the intemal and external (feld) reporting of faults usually
followes a similar scherme. A wery simplified problem reporting system is shown inFig 7.2, Faudt
reports from warious sources such as testing/ first office application failures, operational (CO)
fathures, and failures chzerved during the upgrade process are sent to a fault-reporting database,
This database can be used to record and assign fault report mambers, ix priorities (e.g, critical/
major, and minor), and track time required to fix The forreal problem report can then be
captured by fault report metrics and forwarded to the module owner for comrection Depending
on the type of fault, the module owner can decide to fix the problem in the curent generic
program with patches or to postponeit for compiled comection in the next generic program. The
fault reporting metrics can then be used to recond comrection history. These metrics can also be
enhanced to treak down the causes of failures and aid in root-cause analysis of falts.
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Figure 7.2, 4 simplified pwob lem-reporting system




Explain in brief about firmware deployment and firmware software coupling on

DSS.

The recent trend toward distributed processing in digital switching systerms has resulted in
increased use of firrnware. The impact of firmware on digital switching system reliability and
maintainability can be substantial, Most intelligent subsysterns in digital switching systerns
require resident nonvolatile object code for the purpose of booting or bringing the system on-line
after a loszs of power or a system fatlure. These semiconductor memoaory types are often referred
to as firmware desrices. The term

finmwmare 12 often uzed to include the program code stored in the device.

For telecomtrunications applications, frnveare can be defined as executable code or data which
arc stored in semicondoctor memory on a quas-permmanent tass and require physical
replacernent or matual intervent on with exterral equipment for updating With the trend towand
distributed architecture in digital switching syestems, the use of microprocessor controllers
embedded throughout the system hasincreased dramatically.

Az a resdt, typical digital switching systerns may have 20 to 30 percent of their program code
emmbedded in fimnvware (some digital cross-connect systems and subscriber carer systems have
100 percent of their progam code embedded in finnware) MWlost present-day switches
incorporate many call processing functions on the line cards, and these line cards can perform
many switching fanctions by thernselves These line cards are capable of detecting line
originations, tenminations, basic translation, service drcuit access control, ete. Iiost programs
which provide these functions are frnrsemre-based. IWany vendors choose this arangement since
fimmwmare-based programs require no backup magnetic media and provide local recovery of line
service with minimmal manual intervention.

While the semi permanent code storage aspect of finnware provides a necessary fanction,
it requires physical replacement or manual irdervention with external equiptnent for updating,
The updating process may involve erasing andor Programming equipment or special cormrmnands
and actions from a host systern for updating electically erazable’ programerable finoware
devices. Dnring the updating process, the switching systemn cortrollers may he requ:lred to
operate in amplex (wathout redundaney}

The tasic notion of "coupling” between firraare and sefm?are evolved slowly in the
telecommminications industry. Telephone companies became aware of the importance of
fimmware in digital switches when the corpanies were required to change a large nurber of
firmware packs upon the release of new software updates The need to change significant
numbers of finmware packs as part of generic updates has created a number of problems,
including these:

- Increased simplex times for swatches durning the finnware update process
- Increased switch dowmtimes due to system faults whilein sinplex
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Explain the strategy for improving software quality with a block diagram.
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Figure 7-4. A strategy for improving softurare oqoality
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A& strategy for improving digital swatching system software quality is shownin Fig 74, It
iz hased on a process metric, defect analysis, and a continuous-dmprovement program. The
impottance of & good measurement plan carmot be overemphasized in the arena of software
process improvernent. A good exarmple of software metrics is Bellcore's In-Process Cuality
Metrics and the field metnc is Bellcore's Reliability and Quality Measurements for
Telecommunications Systems [6] . These two tneasurement systems are used extensively in the
United Sates by the telecomrmunications industry and are now being immplemented in Europe.
Howewer, the methodology described here iz independent of any measurement systern, but
depends on measurement systems that control software processes and field fatlures.

Let us consider this methodology in detail. Figure 7.4 shows five distinct processes. We
begin at the top.

1. Program for Software Process Improvement

This represents the heart of the systemn. Software processes for the digital switching
systen are usually large, complesz, and toutilocational. These processes must be formalized (1.e,
documented) and base lined by putting themn under a configuration managernent system. This
will allow tracking of any changes to the process and help the process administrator to better
understand the impact. & process change does not always improve a process, but a continuous
improvement progrm (CIFY always does. The CIP drategy can wary greatly for different
proceszes, projects, of products. The suggested strategy in this section assumes that the processes
can be instrumented. The inputz to the improvernent process are the thresholds established for
different metrics. These thresholds are used to observe the immpact of changes on all processes. A
set of new thresholds is fed to the metric systern when the process is changed, enforcing tighter
thresholds when required. This feedtack process is implemmented continuously to immprove the
guality of the sofbware process.

5a)

Explain generic switch software architecture
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b)

Explain three level scheme of recovery strategy in digital switch.

Level 1 Initialization (INIT 1)

Thiz is considered the lowest level of initialization for the digital switch. This level of recovery
intializes all components that fanction at level 1 control (see chapter 20 It is controlled and
directed by the interface controllers which control line modules, tranks modules, and peripheral
modules (Flus).

This INIT | recovery could be directed specifically to indtialize defined line modoles, defined
tnunk modules, and defined perpherals. This recowvery strategy selectively iritializes lines,
tnnlcs, or penpherals based on the severty of the problem. This recovery can be called local
recovery, since it can initialize petipherals locally without impacting the operation of the entire
digital switching systerm.

EXAMPLE

After a thunderstonm, a technician in a digital CO found 17 LMs, 5 Tz, and 2 Pz hung up
[nonoperational’. This was causing a partial outage and other operatioral difficulties. In this type
of situation, it is approprate for the techrician to conduct a direct local recovery of these
modules. Manual restoral would take too long. This type of recovery will have minnal impact
on the rest of the digital switching system and wall bing the digital switching systern to nomnal
operation by the low-level initialization of the digital switch.
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6a)

Write short notes on reliability analysis and network control processor.

Thiz section iz the rost irportant, and it gives a biief description of the reliatility models of the
digital swatch and includes overall reliability findings cowering

- Component failure rates: Describe the component failure mtes for different circuit packs
usedin the digital switch.

- System reliahility: Describe the results of hardware modeling of various subsystems of the
digital switch.

- Software reliahility analysis: Desciibe the results of the software analyds of the digital
switching systern software,
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b)

Describe the common characteristic of digital switching system.
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Most cormercial digital switching systems in the Noth American networls exhibit some
cormtnoty charactenstics. They are described hereat a high level and do not pertain to a particidar
switch. Chapter 10 provides some high level details on some major digital switching systemns that
are currently deployed in Morth Armerica.

- Dual capehilite. Wost digital switching systems covered, which are primarily class 5, can
also have tanderitoll or class 4 capabilities.

- Termination capabifity. Wost of the large digital switching systems can terrinate
approcgimately 100,000 lines or 60,000 trundcs,

- Trffic capacity. In a distibuted enwironment, this depends on the digital switch
configuration, and it can goas highas 2,000,000 busy hour call atternpts (BHCAz),

- Architecture—hardwere. MWost digital switching systerns have a quasi- distibuted hardware
architecture (see chapter 2 for definitions), since they all maintain contral of the switching
functions through an intenmediate processor. ALl digital switching systems employ multiple
processor subsystetns.

- Architecture—saftware. Wost digital switching systems maintain a modolar software
design, sometimmes through layering or through fanctiomalities. They hawe operating systems
under which application systems fanction. They all support database systemns for office records,
subscriber records, administration records, etc They all have maintenance subsystems that
support diagnostic and switch mairtenance processes. They alzo support billing systems for
subscribers such as the avtormatic messaging system.

- Switching fahric. Wost digital switching systerns utilize titne-space- titne (TST) mode for
switching calls

- Remate epention, Most daital switching svstemns have remote switching modules (RSMs)

List the basic steps necessary to complete asimple call with flow chart.
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1. Detect off-hook condition.

2 ldertify customer's ling

3. Tedt customer's line.

4. Provide dial tone to custormer

5. Provide digits amalysis of dialed number,

fi. Establish a path between the calling customer and the called customer.
7. Fing the called customer,

8. Detect answer and establish cut-through path

0 Bupervise both lines for discornect.

10. Detect on-hook condition and disconnect.




