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1  Explain synchronous TDM along with data rate management strategies. [10] CO2 L2

2 (a) Four sources, each creating 250 characters per second have a character as the
interleaved unit and 1 synchronizing bit is added to each frame. Find (1) data
rate of each source (2) duration of each character in each source (3) frame rate [6] CO3 L3
(4) duration of each frame (5) no. of bits in each frame (6) data rate of the link.

(b) Two channels with bit rates of 100 kbps and 200 kbps are to be multiplexed.
How can this be achieved? Calculate (1) frame rate (2) frame duration (3) bit [4]

rate of the link. co3|Ls
3 What is spread spectrum? Explain FHSS and bandwidth sharing. [2+8] CO3 L2
4 Explain in detail, switching at the data link layer. Also obtain an expression for
total delay. [10] CO3 L3
5 (a) Explain simple parity check code with a neat diagram. 5] CO3 L3
(b) Find the codeword at sender site using CRC, given data word is 101001111 and
generator 10111. [5] CO3 L3
6 (a) List the steps undertaken by the sender and receiver for error detection using 5] CO3 L1
internet checksum method.
(b) Explain the algorithms for Fletcher and Adler checksums. 5] CO3 L3
7 Explain stop and wait protocol with appropriate diagrams. [10] co3 L3
8 (a) Explain the frame format in HDLC protocol. [6] CO3 L2

(b) Explain transition phases of Point to Point Protocol. [4] co3 L2



1. Explain synchronous TDM along with data rate management strategies. (10 marks)
Answer:

Time-division multiplexing (TDM) 15 a digital process that allows several connections to share
the high bandwidth of a link. Instead of sharing a portion of the bandwidth as in FDM, time is
shared. Each connection occupies a portion of time in the link.

[rata fow

We can divide TDM into two different schemes: synchronous and statistical

In synchronous TDM, the data flow of each input connection is divided into units, where each input
occupies one input time slot. A unit can be 1 bit, one character, or one block of data. Each input unit
becomes one output unit and occupies one output time slot.

The duration of an output time slot is n times shorter than the duration of an input time slot. If an

input time slot is T s, the output time slot is Tin s where n is the number of connections. In other
words, a unit in the output connection has a shorter duration; it travels faster.

A round of data units from each input connection is collected into a frame . If we have n connections,
frames divided into n time slots and one slot is allocated for each unit, one for each input line.

If the duration of the input unit is T, the duration of each slot is Tin and the duration of each frame is
T. The data rate of the output link must be n times the data rate of a connection to guarantee the flow
of data.
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Time slots are grouped into frames. A frame consists of one complete cycle of time slots, with one
slot dedicated to each sending device. In a system with n input lines, each frame has n slots, with
each slot allocated to carrying data from a specific input line.

Interleaving - TDM can be visualized as two fast-rotating switches, one on the multiplexing side
and the other on the demultiplexing side. The switches are synchronized and rotate at the same
speed, but in opposite directions. On the multiplexing side, as the switch opens in front of a
connection, that connection has the opportunity to send a unit onto the path. This process is called
interleaving. On the demultiplexing side, as the switch opens in front of a connection, that
connection has the opportunity to receive a unit from the path.
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e Ifasource does not have data to send, the corresponding slot in the output frame is empty.
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Data Rate Management

Multilevel Multiplexing

Multilevel multiplexing is a technique used when the data rate

of an input line is a multiple of others. For example, in Figure 20 kbps

6.19, we have two inputs of 20 kbps and three inputs of 40 7" i
kbps. The first two input lines can be multiplexed together to ﬂk;p; -
provide a data rate equal to the last three. A second level of m'P'

L s

multiplexing can create an output of 160 kbps.

Multiple-Slot Allocation

Sometimes it is more efficient to allot more than one
slot in a frame to a single input line. For example,
we might have an input line that has a data rate that
a multiple 25 khps
of another input. In Figure 6.20, the input line witha 25kt
50-kbps data rate can be given two slots in the 25k
output. We insert a serial-to-parallel converter in the

line to make two inputs out of one.

500 khps

°

125 khps

~ The inpui with
Bb-kHz data rate has two
shtz in each frame

Pulse Stuffing

Sometimes the bit rates of sources are not multiple integers of

each other. Therefore, neither of the above two techniques can

be applied. One solution is to make the highest input data rate g pbys
the dominant data rate and then add dummy bits to the input .,
lines with lower rates. This will increase their rates. This 46 kbps Pulse |50 kbps
technique is called pulse stuffing, bit padding, or bit stuffing. il
The idea is shown in Figure 6.21. The input with a data rate of

46 is pulse-stuffed to increase the rate to 50 kbps. Now multiplexing can take place.

150 kbps

2. (a) Four sources, each creating 250 characters per second have a character as the interleaved unit and 1
synchronizing bit is added to each frame. Find (1) data rate of each source (2) duration of each character in
each source (3) frame rate (4) duration of each frame (5) no. of bits in each frame (6) data rate of the link. (6
marks)



Answer:

I. The data rate of each source 1s 250 x 8 = 2000 bps = 2 kbps.

2. Each source sends 250 characters per second; therefore, the duration of a character is 1/250 s,
or 4 ms.

3. Each frame has one character from each source, which means the link needs to send
250 frames per second to keep the transmission rate of each source.

4. The duration of each frame is 1/250 s, or 4 ms. Note that the duration of each frame is the

same as the duration of each character coming from each source.

. Each frame carries 4 characters and | extra synchronizing bit. This means that each frame 1s

4 %8+ 1 =33 bits.

6. The link sends 250 frames per second, and each frame contains 33 bits. This means that the
data rate of the link is 250 » 33, or 8250 bps. Note that the bit rate of the link is greater than
the combined bit rates of the four channels. If we add the bit rates of four channels, we get
8000 bps. Because 250 frames are traveling per second and each contains 1 extra bit for
synchronizing, we need to add 250 to the sum to get 8250 bps.

n

(b) Two channels with bit rates of 100 kbps and 200 kbps are to be multiplexed. How can this be achieved?

Calculate (1) frame rate (2) frame duration (3) bit rate of the link. (4 marks)

Answer:
We can allocate one slot to the first channel and two slots to the second channel. Each frame car-
ries 3 bits. The frame rate 1s 100,000 frames per second because it carries | bit from the first
channel. The frame duration is 1/100,000 s, or 10 ms. The bit rate 15 100,000 frames/s x 3 bits per
frame, or 300 kbps. Note that because each frame carries | bit from the first channel, the bit rate
for the first channel is preserved. The bit rate for the second channel is also preserved because
each frame carries 2 bits from the second channel.

3. What is spread spectrum? Explain FHSS and bandwidth sharing. (10 marks)
Answer:

e In spread spectrum, we also combine signals from different sources to fit into a larger bandwidth,
but our goals are somewhat different. Spread spectrum is designed to be used in wireless

applications (LANs and WAN).

e In these types of applications, we have some concerns that outweigh bandwidth efficiency. In
wireless applications, all stations use air (or a vacuum) as the medium for communication.
Stations must be able to share this medium without interception by an eavesdropper and without

being subject to jamming from a malicious intruder (in military operations, for example).

e Spread spectrum achieves its goals through two principles:

o 1. The bandwidth allocated to each station needs to be, by far, larger than what is needed.

This allows redundancy.

o 2. The expanding of the original bandwidth B to the bandwidth Bss must be done by a
process that is independent of the original signal. In other words, the spreading process

occurs after the signal is created

the source. 8
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e After the signal is created by the source, the spreading process uses a spreading code and spreads
the bandwidth. The figure shows the original bandwidth B and the spreaded bandwidth Bss. The
spreading code is a series of numbers that look random, but are actually a pattern.

e There are two techniques to spread the bandwidth: frequency hopping spread spectrum (FHSS)
and direct sequence spread spectrum (DSSS).

Frequency Hopping Spread Spectrum (FHSS)

The frequency hopping spread spectrum

(FHSS) technique uses M different Modulator

carrier frequencies that are modulated Original -(50) _ Spread
by the source signal. At one moment, the signal e signal
signal modulates one carrier frequency;

at the next moment, the signal Freguency

modulates another carrier frequency. synibesizer

Although the modulation is done using oy 1

one carrier frequency at a time, M 4E

frequencies are used in the long run. E i —

The bandwidth occupied by a source i3

after spreading is BpHSS »B. Frequency table

A pseudorandom code generator, called pseudorandom noise (PN), creates a k-bit pattern for every
hopping period The The frequency table uses the pattern to find the frequency to be used for this
hopping period and passes it to the frequency synthesizer. The frequency synthesizer creates a carrier
signal of that frequency, and the source signal modulates the carrier signal.

Suppose we have decided to have eight hopping frequencies. In this case, M is 8 and k is 3. The

pseudorandom code generator will create eight First-hap frequency
different 3-bit patterns. These are mapped to eight |‘
different frequencies in the frequency table.

kit | Frequency
The pattern for this station is 101, 111, 001, 000, ~ &bit patierns el B
010, all, 100. Note that the pattern is 101 111 001 000 010 110 011 100| | IO | BHREE
pseudorandom it is repeated after eight hoppings. First selection Ll S
This means that at hopping period 1, the pattern is | s ey
101. The frequency selected is 700 kHz; the source Frequency table

signal modulates this carrier frequency. The second k-bit pattern selected is 111, which selects the
900-kHz carrier; the eighth pattern is 100, the frequency is 600 kHz. After eight hoppings, the pattern
repeats, starting from 101 again.
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If there are many k-bit patterns and the hopping period is short, a sender and receiver can
have privacy. If an intruder tries to intercept the transmitted signal, she can only access a
small piece of data because she does not know the spreading sequence to quickly adapt
herself to the next hop. The scheme has also an antijamming effect. A malicious sender may
be able to send noise to jam the signal for one hopping period (randomly), but not for the
whole period.

Bandwidth Sharing

If the number of hopping frequencies is M, we can multiplex M channels into one by using
the same Bss bandwidth. This is possible because a station uses just one frequency in each
hopping period; M - 1 other frequencies can be used by other M - 1 stations. In other words,
M different stations can use the same Bss if an appropriate modulation technique such as
multiple FSK (MFSK) is used.
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In FDM, each station uses 1/M of the bandwidth, but the allocation is fixed; in FHSS, each
station uses 1/M of the bandwidth, but the allocation changes hop to hop.

4. Explain in detail, switching at the data link layer. Also obtain an expression for total delay. (10

marks)

Answer:

At the data-link layer, we can have packet switching. Packet switching at the data-link layer is
normally done using a virtual-circuit approach.

A virtual-circuit network iz a cross between a circuit-switched network and a datagram
network. It has some characteristics of both

1. As m a circuit-switched network, there are setup and teardown phases in addition to the data
transfer phase.

2. Resources can be allocated dunng the setup phase, as in a circnit-switched network or on
demand, as in a datagram network

3. As in a datagram network, data are packetized and each packet carries an address in the
header. However, the address i the header has local jurisdiction (it defines what the next switch
should be and the channel on which the packet 15 being carried). not end-to-end jurisdiction.

4. As in a circuit-switched network, all packets follow the same path established during the
connection.

5. A virmal-circmit network 15 normally implemented in the data-link layer, while a circuit-
switched network 15 implemented in the physical layver and a datagram network in the network
layer. Butf this may change in the future.
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Addressing - two types of addressing are involved: global and local (virtual-circuit identifier). A
source or a destination needs to have a global address—an address that can be unique in the scope
of the network or internationally if the network is part of an international network. The identifier
that is actually used for data transfer is called the virtual-circuit identifier(\VVCI) or the label. A
VCI, unlike a global address, is a small number that has only switch scope; it is used by a frame
between two switches. When a frame arrives at a switch, it has a VCI; when it leaves, it has a
different VVCI.

Wl ‘ VI

Data (14| = Data ?g *

Three Phases - setup, data transfer, and teardown.

1. Data-Transfer Phase
To transfer a frame from a source to its destination, all switches need to have a table entry for

this virtual circuit. The table, in its simplest form, has four columns. This means that the
switch holds four pieces of information for each virtual circuit that is already set up.

Ipcoming Culgoing
Port | WCT| Port | VI
14 E ]

I P 41

Daa |77 | pam 14] — % —
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Figure shows a frame arriving at port 1 with a VVCI of 14. When the frame arrives, the switch
looks in its table to find port 1 and a VVCI of 14. When it is found, the switch knows to change
the VCI to 22 and send out the frame from port 3.

The data-transfer phase is active until the source sends all its frames to the destination. The
procedure at the switch is the same for each frame of a message.



Incoming | CaRgoing

Port | VCI| Port [WCI
I | 66| 2 22

2. Setup Phase
In the setup phase, a switch creates an entry for a virtual circuit. For example, suppose source

A needs to create a virtual circuit to B. Two steps are required: the setup request and the
acknowledgment.

e A setup request frame is sent from the source to the destination. Figure 8.14 shows the
process.

Incommng | Ouigoing Incoming | Outgoing
Part | WO | Part |V Port [V | Port | VI
1 4] 3 I }

a. Source A sends a setup frame to switch 1.

b. Switch 1 receives the sefup request frame. It knows that a fame going from A to B goes out
through port 3. The switch, m the setup phase, acts as a packet switch; if has a routing table
which is different fiom the switching table. For the moment, assume that it knows the output
port. The switch creates an entry in its table for this virtual circuit, but it 15 only able to fill three
of the four colummns. The switch assigns the meoming port (1) and chooses an available incoming
VI (14) and the outgoing port (3). It does not vet know the outgoing VI, which will be found
during the acknowledgment step. The switch then forwards the frame through port 3 fo switch 2.
€. Switch 2 receives the setup request frame. The same events happen here as at switch 1; three
colummns of the table are completed: in this case, mcoming port (1) incoming VCI (66), and
outgoing port (2).

d. Switch 3 receives the setup request frame. Again three columms are completed: incoming port
(2). ncoming VICI (22), and outgoing pott (3).

€. Destmation B receives the setup frame, and if if is ready to receive frames from A it assigns a
VI to the incoming frames that come from A in this case 77. This VCT lets the destination
know that the frames come from A, and not other sources.

e A special frame, called the acknowledgment frame, completes the entries in the switching
tables.



Incoming | Outgoing

Pont | VCI| Port WO
1 | &6 | 2 |22

a. The destination sends an acknowledgment to switch 3. The acknowledgment carries the global
source and destination addresses so the switch knows which entrv m the table is to be completed.
The frame also carries VICI 77, chosen by the destination as the incoming VCI for fames from
A Switch 3 uses this VCT to complete the outgoing VCI colvmn for this entry. Note that 77 is
the incoming VI for destination B, tut the outgoing VT for switch 3.

b. Switch 3 sends an acknowledgment to switch 2 that confains its incoming VT in the table,
chosen in the previous step. Switch 2 uses this as the outgomng VI in the table.

¢. Switch 2 sends an acknowledgment to switch 1 that confains its incoming VT in the table,
chosen in the previous step. Switch 1 uses this as the outgomg VCI in the table.
d. Finally switch 1 sends an acknowledgment fo source A that contains its incoming VCI m the

table, chosen in the previous step.
. The source uses this as the outgoing VICT for the data frames to be sent to destination B

3. Teardown Phase
In this phase, source A, after sending all frames to B, sends a special frame called a teardown

request. Destination B responds with a teardown confirmation frame. All switches delete the
corresponding entry from their tables.

Delay in Virmal-Circnit Networks

In a wirtual-circoit network there 15 a one-time delay for sefup and a one-time delay for
teardown. If resources are allocated during the setup phase, there is no wait time for mdividual
packets. Figure 8.16 shows the delay for a packet traveling through two switches i a virfual-
circuit network.

Figure §.16  Delay in a virtaal-circuif network
A 1]
3 | | -
W
—————
= - [ ransmission
- [ Jumec
'ﬁ _\_\_\_‘— —
; E—
= E—
% ------------------- =i
=l
- & ! }
Time Time Time Time

The packet is traveling through two switches (routers). There are three transmission times (37 ),
three propagation times (3 |}, data transfer depicted by the sloping lines, a setup delay (which
inchides transmission and propagation in two directions), and a teardown delay (which includes
transnssion and propagation in one direction). The total delay time is

Total delay + 3 + 3T + setup delay + teardown delay



5. (a) Explain simple parity check code with a neat diagram. (5 marks)
Answer:

In this code, a k-bit data word is changed to an n-bit codeword where n = k + 1. The extra bit, called the parity
bit, is selected to make the total number of 1s in the codeword even. The minimum Hamming distance for this
category is dmin =2, which means that the code is a single-bit error-detecting code.

Sender Receiver
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The calculation 1s done in modular artthmetic. The encoder uses a generator that takes a copy of
a 4-bit dataword (a0, al, a2, and a3) and generates a parity bit 0. The dataword bits and the
parity bit create the 5-bit codeword. The parity bit that i1s added makes the number of 15 in the
codeword even. This is normally done by adding the 4 bits of the dataword (modulo-2); the result 15 the
parify bit. In other words,

rp=dy tapta tag  imodufo-2)

If the number of 1s 1s even, the result 15 0 if the number of 1s 15 odd, the result 15 1. In both

cases, the total mumber of 1s in the codeword is even. The sender sends the codeword which

may be corrupted during transnussion The receiver recerves a 5-bit word. The checker at the

recerver does the same thing as the generator in the sender with one exception: The addition

15 done over all 5 bits. The result, which is called the syndrome, is just 1 bit. The syndrome is
0 when the number of 1s in the received codeword 1s even; otherwise, it is 1.

so=b;tbhstby+by+q; imodulo-)

The syndrome 1s passed to the decision logic analyzer. If the syndrome is 0, there 1s no error
m the recerved codeword; the data portion of the received codeword 15 accepted as the data
word; if the syndrome 1s 1, the data portion of the received codeword 1s discarded. The data

word is not created.

(b) Find the codeword at sender site using CRC, given data word is 101001111 and generator 10111. (5

marks)
Answer:






6. (a) List the steps undertaken by the sender and receiver for error detection using internet checksum
method. (5 marks)

Answer:
Sender Recemver

l. The message is divided imo 16-bit words. | 1. The message and the checksum are received.

1. The value of the checksum word is 2. The message 15 divided into 16-bit words.
initially sct to zero.

3. All words including the checksum are 3. All words are added using one’s comple-
added wsing onc’s complement addition. ment addition.

4. The sum ig complemented and becomes 4. The sum i complemented and bacomes the
the checksum. ncw checksum.

5. The checksum 15 sent with the data 5. If the value of the checksum 15 (), the message

i5 accepted; otherwise, it is rejectod.

(b) Explain the algorithms for Fletcher and Adler checksums. (5 marks)
Answer:

Fletcher Checksum:

Notes
(L : Lefi B-bit checksum |
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The Fletcher checksum was dewvised to weight each data tftem according to its position.
Fletcher has proposed two algonithms: 8-bit and 16-bit. The first, 8-bit Fletcher, calculates on
8-bit data items and creates a 16-bit checksum The second. 16-bit Fletcher, calculates on 16-
bit data ftems and creates a 32-bit checksum The 8-bit Fletcher is calculated over data octets
(bytes) and creates a 16-bit check-sum The calculation is done modulo 256 (2%). which
means the mtermediate results are divided by 256 and the remainder is kept. The algorithm
uses two accunmlators, L and B The first simply adds data items together; the second adds a
weight to the calculation. There are many variations of the 8-biat Fletcher algorithm: we show
a simple one i Figure 10.18. The 16-bit Fletcher checksum 15 simmlar to the 8-bit Fletcher
checksum, but it is caleulated over 16-bit data items and creates 3 32-bif checksum The
calculation is done modulo 65.536.




Adler Checksum:

“nhes
[_.Luﬂ 6-bit checksum |

R : Right 16-bit checksum
5 Next 16-bit data ilem

-

‘L More data?
= (L +R)mod 65521 | R =
b

[yes] £ .-~
(R + b mod 63,571 =
[nw]

'[—"L| Checksam= L% A5 536+ R J
3Z-hii check } J‘
3Z-hit checksum Siop I@

The Adler checksum 15 a 32-bit checksum. Figure 10.19 shows a sumple algorithm in
flowchart form. It 1s simular to the 16-bit Fletcher with three differences. First,
calculation 15 done on single bytes instead of 2 bytes at a time. Second. the modulus 1s
a prime number (65,521) instead of 65.536. Third, L 1s mtialized to 1 mstead of 0. It
has been proved that a prime modulo has a better detecting capability in some
combmnations of data.

7. Explain stop and wait protocol with appropriate diagrams. (10 marks)
Answer:

¢ In this protocol. the sender sends one frame at a time and waits for an
acknowledgment before sending the next one.
» To detect corrupted frames, we need to add a CRC to each data frame.

« When a frame arrives at the recedver site, 1t 15 checked.

o Ifits CRC is incorrect, the frame is corrupted and silently discarded.

# The silence of the receiver is a signal for the sender that a frame was either cormpted
or lost.

» FEverytime the sender sends a frame, it starts a fimer.

s Ifan acknowledgment arrives before the timer expires, the timer is stopped and the
sender sends the next frame (if it has one to send).

» Ifthe timer expires, the sender resends the previous frame, assuming that the frame
was etther lost or corrupted.

# This means that the sender needs to keep a copy of the frame until its
acknowledgment amrives.

s When the corresponding acknowledgment arrives, the sender discards the copy and
sends the next frame if it 1s ready.

# Figure shows the outline for the Stop-and-Wait protocol

* Note that only one frame and one acknowledgment can be in the channels at any time.
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Sender States

The sender is initially in the ready state, but it can move between the ready and blocking
state.

1. Ready State

» When the sender is in this state, if is only waitting for a packet from the network laver.

e Ifa packet comes from the network laver, the sender creates a frame, saves a copy of
the frame, starts the only timer and sends the frame.

» The sender then moves fo the blocking state.

1. Blocking State: When the sender is in this state, three events can ocecur

= If3 time-out occurs, the sender resends the saved copy of the frame and restaris the
timer.
If a corrupted ACK arrives, if 15 discarded.
If an error-free ACK arrives, the sender stops the timer and discards the saved copy of
the frame. It then moves to the ready state.

Receiver

The recerver is always in the ready state. Two events may occur:

a. If an error-fiee frame arrives, the message in the frame 1s delivered to the network laver
and an ACK is sent.

b. If a cormupted frame arrives, the frame 1s discarded.

The next figure shows an example of this protocol. The first frame is sent and acknowledged. The second
frame is sent, but lost. After time-out, it is resent. The third frame is sent and acknowledged, but the
acknowledgment is lost. The frame is resent. However, there is a problem with this scheme. The network layer at
the receiver site receives two copies of the third packet, which is not right. This can be corrected using sequence
numbers and acknowledgment numbers.
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Sequence and Acknowledgment Numbers

Duplicate packets, as much as corrupted packets, need to be avoided. To correct this, we need to add
sequence numbers to the data frames and acknowledgment numbers to the ACK frames. However,
numbering in this case is very simple. Sequence numbers are 0, 1, 0, 1, 0, 1, . . . ; the acknowledgment
numbers can also be 1, 0, 1, 0, 1, 0, ... In other words, the sequence numbers start with 0, the
acknowledgment numbers start with 1. An acknowledgment number always defines the sequence number of
the next frame to receive.
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8. (a) Explain the frame format in HDLC protocol. (5 marks)
Answer:

* To provide the flexibility necessary to support all the options possible in the
modes and configurations just described, HDLC defines three types of frames:

¢ Information frames (I-frames) . supervisory frames (S-frames). and
unnumbered frames (U frames).

* Each type of frame serves as an envelope for the transmission of a different
type of message.

+ I-frames are used to data-link user data and control information relating to user
data (p1ggy-backing).

* S-frames are used only to transport control information.

o T frames are reserved for system management.

¢ Information carmed by U-frames 1s intended for managing the link itself

Each frame in HDLC may contain up to s fields, as shown mn Figure 11.16 - a

beginning flag field. an address field, a control field, an mformation field, a frame
check sequence (FCS) field, and an ending flag field

In mmltiple-frame transmissions, the ending flag of one frame can serve as the
begmning flag of the next frame.

ﬂ Control HﬂU:h FCS QYT I-frame
ﬂﬁ.ddmm Contml  |FCS | Flag [ S-frame

Flag field

FCS ga k| -frame

This field contains synchronization pattern 01111110, which identifies both the
beginning and the end of a frame.

Address field

This field contains the address of the secondary station. If a primary station created the frame,
it contains a to address. If a secondary station creates the frame. it contains a from address.
The address field can be one byte or several bytes long, depending on the needs of the
network.

Control field
The control field is one or two bytes used for flow and error confrol

Information field
The information field contains the user’s data from the network laver or management
mformation. Its length can vary from one network to another.

FC5 field
The frame check sequence (FCS) 15 the HDLC error detection field. It can contain either a 2- or
4-byte CRC.

Control Field Format:

I-Frame S-frame 1U-frame

[T T AT T [T NPT 17 [T T

N3 MR Code: MR Cuode Cuode




Control Field for I-Frames

I-frames are designed to carry user data from the network laver.
In addition, thev can include flow- and error-control information (piggvbacking).
The subfields in the control field are used to define these functions.

The first bit defines the type.

If the first bit of the control field is 0, this means the frame i5 an [-frame.
The next 3 bits, called N(S). define the sequence number of the frame.
Note that with 3 bits. we can define a sequence number between 0 and 7.

The last 3 bits, called N(E), correspond fo the acknowledgment mumber when
piggvbacking is used.

The single bit between N(5) and N(E) is called the P/F bit.

The P/'F field is a single bit with a dual purpose.

It has meaning only when it is set (bit =1) and can mean poll or final

It means poll when the ffame 15 sent by a primary station fo a secondary (when the
address field contains the address of the receiver).

It means final when the frame is sent by a secondary to a primary (when the address
field contains the address of the sender).

Control Field for 5-Frames

Supervisory frames are used for flow and error control whenever piggybacking
15 either impossible or inappropriate.

S-frames do not have information fields.

If the first 2 bats of the control field are 10, this means the frame 15 an S-frame.
The last 3 bats, called N(R), correspond to the acknowledgment number (ACK)
or negative acknowledgment number (NAK), depending on the type of S-
frame.

The 2 bats called code are used to define the type of S-frame itself.

With 2 bats, we can have four types of S-frames. as described below:

1. Receive ready (RE)

If the value of the code subfield is 00. it is an RE 5-frame.
This kind of frame aclnowledges the receipt of a safe and sound frame or group of
frames.

In this case, the value of the N(R) field defines the acknowledgment number.

2. Receive not ready (RNE)

If the value of the code subfield is 10. it is an ENE S-fame.

This kind of frame is an FR. fame with additional fonctions.

It acknowledges the receipt of a frame or group of frames, and it announces that the
recefver is busy and cannot receive more frames If acts as a kind of congestion
control mechanism by asking the sender to slow down. The walue of N(E) 15 the
acknowledgment number.

3. Reject (RET)

If the value of the code subfield is 01. it is an REJ 5-frame.
This 15 a NAK frame, but not like the one nsed for Selective Fepeat ARQ.



It 15 a NAK that can be used in Go-Back-N AR() to improve the efficiency of the
process by mfornung the sender, before the sender fimer expires, that the last frame is
lost or damaged.
¢  The value of N(E) is the negative acknowledgment mumber.

4. Selective reject (SREJ)

If the value of the code subfield is 11, it is an SREJ S-frame.

This is a NAK frame used in Selective Repeat ARQ.

Note that the HDLC Protocol uses the term selective reject instead of selective repeat.
The value of N(R) is the negative acknowledgment mumber.

Control Field for U-Frames

s  Unmumbered frames are used to exchange session management and control
information between connected devices.

e  TU-frames contain an information field. but one vsed for system management
mformation, not nser data.

e U-frame codes are divided in to two sections: a 2-bit prefix before the P/F bit and a 3
bit suffix after the P/F bit. Together. these two segments (5 bits) can be used to create
up to 32 different tvpes of U-frames.

(b). Explain transition phases of Point to Point Protocol. (5 marks)
Answer:

Carrier detecticn failad

Sian — m
Carrier

Carrier detected | Establish -
dropped Authentication i
reeded
: — ] Aunthenticatinn Failed Authenti
Authentication
suecessiul

Done f Metwork I-—--'
j S—

Data Transfer State Nemwork-layer
conliguralion

* A PPP connection goes through phases which can be shown in a transition
phase diagram.

* The transition diagram, which 1s an FSM., starts with the dead state.

+ [In dead state there 1s no active camer (at the physical laver) and the line 1s
quiet. When one of the two nodes starts the communication. the connection
goes into the establish state.

+ In establish state. options are negotiated between the two parties.

o If the two parties agree that they need authentication (for example, if they do
not know each other), then the system needs to do authenfication (an extra
step); otherwise_ the parties can simply start communication.

» Data transfer takes place in the open state.

#+ When a connection reaches open state, the exchange of data packets can be
started.

#+ The connection remains in open state until one of the end points wants to
terminate the connection.

+ [In this case, the system goes to the terminate state. The system remains 1n this
state until the carner (physical-layver signal) 1s dropped, which moves the
system to the dead state again.
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Explain synchronous TDM along with data rate
management strategies.

e Diagram

e Time slots, empty slots & frames +
Interleaving + Framing bits

e 3 strategies

2M
SM
3M

10M

Four sources, each creating 250 characters per
second have a character as the interleaved unit and
1 synchronizing bit is added to each frame. Find (1)
data rate of each source (2) duration of each
character in each source (3) frame rate (4) duration
of each frame (5) no. of bits in each frame (6) data
rate of the link.

2 kbps

4 ms

250 frames per second
4 ms

33

8250 bps

1M*6

6M

10M

b)

Two channels with bit rates of 100 kbps and 200
kbps are to be multiplexed. How can this be
achieved? Calculate (1) frame rate (2) frame
duration (3) bit rate of the link.

e Allocate 1 slot to 1% channel and 2 slots to
2" channel

e 100000 frames per second
e 10ms

I1M*5

4M




e 300 kbps

What is spread spectrum? Explain FHSS and
bandwidth sharing.

e Why is SS needed + 2 principles 2M
3 i 2M 10M
e FHSS dla_lgram S M+8M
e Explanation A M
e Bandwidth sharing oM
Explain in detail, switching at the data link layer.
Also obtain an expression for total delay.
4 e Virtual circ_uit switching - description 2M 10 M 10 M
e 3 phases with necessary diagrams 2M+2M+2M
e Delay diagram + calculation 2 M
Explain simple parity check code with a neat
diagram.
. 25M
a) e Block diagram 5M
e Explanation 2.5M
Find the codeword at sender site using CRC, given
data word is 101001111 and generator 10111. 10 M
e Finding no. of Os to be appended to data word N
b) e Finding the augmented data word 1M*3 M
e Division
e (Getting the CRC
e Obtaining the code word
2) List the steps undertaken by the sender and receiver
for error detection using internet checksum method.
e 5 steps each at sender and receiver 1M*5 SM
b) Explain the algorithms for Fletcher and Adler 10M
checksums.
Fletcher checksum algorith lanati 2.5M
. etcher checksum algorithm + explanation e 5M

e Adler checksum algorithm + explanation




Explain stop and wait protocol with appropriate

diagrams.

e Diagram + explanation oM

e FSM for sender and receiver nodes oM

e Description of sender and receiver states 2M 10M 10M

e Duplicate packets 1M

e Sequence and acknowledgement number + 3M

flow diagrams

a) Explain the frame format in HDLC protocol.

e 3 types of frames with structure 3M

e Control field format 2M 5M

10M

b) Explain transition phases of Point to Point Protocol.

e Transition phase diagram

e Explanation 3M 5M

2M




