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Note: Answer any 5 full questions (ONE Question from Module-2, THREE Question from Module-3 and 
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Module-2 Marks 

OBE 
CO RBT 

1. With relevant diagram, explain how SHA-1 algorithm is used to compute MAC. [10] CO3 L2 

2. a) Explain how Diffie-Hellman key exchange algorithm is used for exchanging a 

shared secret between two communicating parties.  
[6] CO3 L2 

    b) Derive the shared secret for the following data values, using Diffie-Hellman key 

exchange algorithm.                         
[4] CO3 L3 

                                                                      Module-3 

3. 
What is Digital Certificate? Explain the X.509 digital certificate format [2+8] CO4 L2 

4. Explain the following. i)Shared Secret based Mutual Authentication  
                                      ii). Asymmetric Key Based Authentication 

[5+5] CO4 L2 
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5. Demonstrate the working of Kerberos Protocol  [10] CO4 L2 
6.  a).  Explain the working of SSL handshake protocol [06] CO4 L2 

     b). Write a short note on Biometrics [04] CO4 L1 

Module-5 

7. Who is a Controller? Outline his functions and powers [10] CO6 L1 

8. Discuss the provisions of IT ACT  [10] CO6 L1 
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