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Question 

# 

Description Marks Distribution Max 

Marks 

1 

 
Describe the following commands with 

examples: 

                od, mv, cp,  rm, cd 

Each command syntax, usage and example 2M*5 10M 10M 

2 

a) Write a short note on man documentation 

Syntax 

Explanation 

Example 

1M 

2M 

2M 

5M 

10M 

2 

b) Identify the contents of /etc/passwd and 

/etc/shadow file with respect to UNIX OS. 

Contents of /etc/passwd 

Contents of /etc/shadow 

 

2.5M 

2.5M 
5M 

3 

a) Briefly describe the significance of the seven 

fields of ls –l command 

Syntax 

Seven field explanation 

1M 

4M 
5M 

10M 

3 

b) Explain the concept of Escaping and Quoting 

with suitable example 

Escaping example and explanation 

Quoting example and explanation 

2.5M 

2.5M 
5M 



4 

a) Describe for loop, also possible sources of 

argument list. 

Syntax 

Example 

Possible sources 

1M 

2M 

2M 

5M 

10M 

4 

b) Describe logical operations in shell 

programming with example. 

AND 

OR 

NOT 

2M 

2M 

1M 

5M 

5 

a) Discuss the API which helps a user to query or 

set flags with suitable example. 

fcntl( ) api syntax 

flags explanation 

example 

1M 

2M 

2M 

5M 

10M 

5 

b)  Describe the functions which retrieve the file 

attributes of a given file with suitable example. 

stat( ) api syntax, explanation, example 

fstat( ) api syntax, explanation, example 

 

2.5M 

2.5M 
5M 

6 

a) Discuss the system calls used to create and 

delete a new link to an existing file with suitable 

examples. 

link ( )api syntax, explanation 

unlink( ) api syntax, explanation 

Example 

 

3M 

3M 

4M 

 10M 

 

 

 

 

 

 

 

 

 



Q. 1 Describe the following commands with examples: 

                od, mv, cp,  rm, cd 

 

 

 

 

 



 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Q.2 a) Write a short note on man documentation 

 

 

 

 

 

 
 

Q.  2 b) Identify the contents of /etc/passwd and /etc/shadow file with respect to UNIX OS. 



 

The /etc/passwd file is the most important file in Linux operating system. This file stores 

essential information about the users on the system. This file is owned by the root user and to 

edit this file we must have root privileges. 

This file contains one entry per line. That means it stores one user’s information on one line. •  

Username: This field stores the usernames which are used while login into the system. The 

length of this field is between 1 and 32 characters. 

•  Password: This field store the password of the user. The x character indicates the password is 

stored in /etc/shadow file in the encrypted format. We can use the passwd command to update 

this field. 

•  User ID(UID): User identifier is the number assigned to each user by the operating system to 

refer the users. The 0 UID is reserved for the root user. And 1-99 UID are reserved for other 

predefined accounts. And 100-999 are reserved by the system for administrative and system 

accounts/groups. 

•  Group ID(GID): Group identifier is the number indicating the primary group of users. Most 

of the time it is the same as the UID. 

•  User ID Info (GECOS): This is a comment field. This field contains information like the user 

phone number, address, or full name of the user. This field is used by the finger command to get 

information about the user. 

•  Home directory: This field contains the absolute path of the user’s home directory. By 

default, the users are created under the /home directory. If this file is empty, then the home 

directory of that user will be / 

•  Login shell: This field store the absolute path of the user shell. This shell is started when the 

user is log in to the system. 

 

 

The /etc/shadow file contains one entry per line, each representing a user account. You can 

view the contents of the file. 

mark:$6$.n.:17736:0:99999:7::: 

[--] [----] [---] - [---] ---- 

|      |      |   |   |   |||+-----------> 9. Unused 

|      |      |   |   |   ||+------------> 8. Expiration date 

|      |      |   |   |   |+-------------> 7. Inactivity period 

|      |      |   |   |   +--------------> 6. Warning period 

|      |      |   |   +------------------> 5. Maximum password age 

|      |      |   +----------------------> 4. Minimum password age 

|      |      +--------------------------> 3. Last password change 

|      +---------------------------------> 2. Encrypted Password 

+----------------------------------------> 1. Username 

 

 

 

 

 

https://www.geeksforgeeks.org/finger-command-in-linux-with-examples/


Q.  3 a) Briefly describe the significance of the seven fields of ls –l command 

 

 

 

 



 
 

 

 

 

 

 

 

 

 

 

 

 

 

 



Q. 3b) Explain the concept of Escaping and Quoting with suitable example 

 

 

 
 

 

 

 

 

 

 

 

 

 

 



Q. 4a)  Describe for loop, also possible sources of argument list. 

 

 

 

 
 

 

 

 

 

 

 

 

 

 



Q.4 b) Describe logical operations in shell programming with example. 

 

 
 

 

 

 
 

 

 

 

 

 

 

 

 

 

 



 

Q. 5a) Discuss the API which helps a user to query or set flags with suitable example. 

 

 

 

 
 

 

 



Q. 5 b) Describe the functions which retrieve the file attributes of a given file with suitable 

example. 

 

 

 

 

 
 

 

 

 



Q. 6 a) Discuss the system calls used to create and delete a new link to an existing file with 

suitable examples. 

 

 

 



 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


