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                 PART I MARKS 
OBE 

CO RBT 

1  a)  What is data communication? Explain with neat sketch three types of 

communications between the devices considering data flow. 

b) Explain the fundamental characteristics and components of a data 

communication system. 

OR 

[5] 

 

 

[5] 

CO1 L1 

2   a) Define protocol. List and explain key elements of a protocol.  

b)  What are the different types/categories of the networks? Explain in detail. 
And differentiate them. 

[4] 

 

[6] 
CO1 L2 

 

3  
PART II 

a) What is network topology? Explain the different network topologies with 
advantages and disadvantages. 

OR 

[10] 

CO1 L2 

4 

 
a) Analyze the principle behind protocol layering. Explain OSI reference model 

with neat diagram 

[10] 
CO1 L3 

 

5 
PART III 

a) List and explain different addresses in TCP/IP. 

b) List out functionalities of physical layer, data link layer and network layer 
                                                                OR 

 

[5] 

[5] CO1 L3 

6 a) With a neat diagram explain the TCP/IP protocol suite mentioning the different 
layers and their functionalities in TCP/IP. Why is TCP/IP called a defacto 
standard. 
 

 

[10] 
  CO1 L3 

 

7 
PART IV 

a) Explain Stop and Wait ARQ protocol with neat diagram. 

b) Explain the History of Internet 
                                                               OR 

 

[5] 

 

[5] 

 

CO4 

CO1 

 

 

L4 

 
8 

a) What is framing.  
b) Explain different types of framing. 
c) Explain bit and character stuffing with example. 

[2] 

[4] 

[4] 

 

 

CO4 

 
 

L2 

 

9 
PARTV 

a) Explain Flow control and Error control. 
b)  Explain Stop and Wait protocol with neat diagram. 

                                                             OR 

 

[4] 

[6] C04 L2 

10 a) Assume five devices are connected in a mesh topology. How many duplex 
links are needed? How many ports are needed for each? 

b) Explain simplest protocol with neat diagram. 

[4] 

[6] 
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L2 

 



 

 

 

 

 



 

 

 
 

 

Components of Data Communications: 

 

 
 
 

2a) 
Protocol: 

• A protocol is a set of rules that govern data communications. A protocol defines 

what is communicated, how it is communicated, and when it is communicated. 

• The key elements of a protocol are syntax, semantics, and timing. 

• Syntax :  

• The term syntax refers to the structure or format of the data, meaning the 

order in which they are presented. How to read the bits.  
• Eg: a simple protocol might expect the first 8 bits of data to be the 

address of the sender, the second 8 bits to be the address of the 

receiver, and the rest of the stream to be the message itself. 



 

 

• Semantics: 

• semantics interprets the meaning of each section of bits.  

• what action is to be taken based on that interpretation. 

 For example, does an address identify the route to be taken or the 
final destination of the message? 

• Timing:  

• Timing refers to two characteristics: when data should be sent and how fast 

they can be sent.  

• For example, if a sender produces data at 100 Mbps but the receiver can 

process data at only 1 Mbps, the transmission will overload the receiver and 
some data will be lost. 

2b) 

 

 



 

 

 
3) 

Physical Topology : 
• The term physical topology refers to the way in which a network is laid out 

physically 

• Two or more devices connect to a link, two or more links form a topology.  

• The topology of a network is the geometric representation of the relationship of 
all the links and linking devices (usually called nodes) to one another.  

• There are four basic topologies possible:  

• Mesh 

• Star 

• Bus 

• Ring 

 



 

 

 

 
 



 

 

 



 

 

 

 



 

 

 

 



 

 

 
 
4) 

OPEN SYSTEMS INTER CONNECTION  

REFERENCE MODEL (OSIRM ) 
 Introduction to OSI Model & its layers 

The Open Systems Interconnection (OSI) Model was developed by International 

Organization for Standardization (ISO). 
ISO is the organization, OSI is the model 

It was developed to allow systems with different platforms to communicate with each 

other. Platform could mean hardware, software or operating system. 
It is a network model that defines the protocols for network communications. 

It is a hierarchical model that groups its processes into layers. It has 7 layers as 
follows: (Top to Bottom)  

1. Application Layer 

2. Presentation Layer 
3. Session Layer 

4. Transport Layer 

5. Network Layer 
6. Data Link Layer 

7. Physical Layer 

Each layer has specific duties to perform and has to cooperate with the layers above 
and below it. 

 

Layered Architecture of OSI Model 



 

 

The OSI model has 7 layers each with its own dedicated task. 
A message sent from Device A to Device B passes has to pass through all layers at A 

from top to bottom then all layers at B from bottom to top as shown in the figure 

below.At Device A, the message is sent from the top layer i.e Application Layer Athen 
all the layers till it reaches its physical layer and then it is transmitted through the  

transmission medium. At Device B, the message received by the physical layer  

passes through all its other layers and moves upwards till it reaches its Application 
Layer. 

 

 
As the message travels from device A to device B, it may pass through many intermediate nodes. These 

intermediate nodes usually involve only the first three layers of the OSI model as shown below 



 

 

 

 



 

 

 

 

 
 



 

 

5) 

 
Each of these addresses are described below: 

1. Physical Address 

i. Physical Address is the lowest level of addressing, alsoknown as link address. 
ii. It is local to the network to which the device is connected and unique inside it. 

iii. The physical address is usually included in the frame and is used at the data link 
layer. 

iv. MAC is a type of physical address that is 6 byte (48 bit) in size and is imprinted on 

the Network Interface Card (NIC) of the device. 
v. The size of physical address may change depending on the type of network. Ex. An 

Ethernet network uses a 6 byte MAC address. 

2. Logical Address 
i. Logical Addresses are used for universal communication. 

ii. Most of the times the data has to pass through different networks; since physical 

addresses are local to the network there is a possibility that they may be duplicated 
across multiples networks also the type of physical address being  

used may change with the type of network encountered. For ex: Ethernet to wireless to 

fiber optic. Hence physical addresses are inadequate for source to destination delivery  
of data in an internetwork environment. 



 

 

iii. Logical Address is also called as IP Address (Internet Protocol address). 
iv. At the network layer, device i.e. computers and routers are identified universally by 

their IP Address. 

v. IP addresses are universally unique. 
vi. Currently there are two versions of IP addresses being used: 

a. IPv4: 32 bit address, capable of supporting 232 nodes 

b. IPv6: 128 bit address, capable of supporting 2128 nodes 
3. Port Address 

VIII.A logical address facilitates the transmission of data from source to destination 

device. But the source and the destination both may be having multiple processes  
communicating with each other.  

Ex. Users A & B are chatting with each other using Google Talk, Users B & C are 

exchanging emails using Hotmail. The IP address will enable transmitting data from A 
to B, but still the data needs to be delivered to the correct process. The data from A  

cannot be given to B on yahoo messenger since A & B are communicating using 

Google Talk.  
IX. Since the responsibility of the IP address is over here there is a need of addressing 

that helps identify the source and destination processes. In other words, data needs to 

be delivered not only on the correct device but also on the correct process on the 
correct device. 

X. A Port Address is the name or label given to a process. It is a 16 bit address. 

XI. Ex. TELNET uses port address 23, HTTP uses port address 80 
4. Specific Address 

i. Port addresses address facilitates the transmission of data from process to process but 

still there may be a problem with data delivery. 
 For Ex: Consider users A, B & C chatting with each other using Google Talk. Every 

user has two windows open, user A has two chat windows for B & C, user B has two 

chat windows for A & C and so on for user C Now a port address will enable delivery 
of data from user A to the correct process ( in this case Google Talk) on user B  

but now there are two windows of Google Talk for user A & C available on B where 

the data can be delivered. 
ii. Again the responsibility of the port address is over here and there is a need of 

addressing that helps identify the different instances of the same process. 

iii. Such address are user friendly addresses and are called specific addresses. 
iv. Other Examples: Multiple Tabs or windows of a web browser work under the same 

process that is HTTP but are identified using Uniform Resource Locators (URL), 

Email addresses. 
 

6) 



 

 

 



 

 

 



 

 

 
 

7) 



 

 

 

 

 

 



 

 

 

 
7b) 



 

 

 
 
8) 



 

 

 

 



 

 

 

 

 



 

 

 
 
9) 

 
 

 
9 b) 

Introduction : 
• Stop-and-wait Protocol is used in the data link layer for the transmission in the noiseless channels.  

• Suppose there is a scenario in which the data frames arrive at the receiver's site faster than they can be processed means the 

rate of transmission is more than the processing rate of the frames. Also, it is normal that the receiver does not have enough 

space, and the data is also coming from multiple sources. Then due to all these, there may occur discarding of frames. 



 

 

• In order to prevent the receiver from overwhelming, there is a need to tell the sender to slow down the transmission of 

frames. We can make use of feedback from the receiver to the sender. Ie concept of the Stop-and-wait protocol. 

• The sender sends one frame, then stops until it receives the confirmation from the receiver, after receiving the confirmation 

sender sends the next frame. 

• stop-and-wait is one of the flow control protocol which makes the use of flow control service provided by the data link 

layer. 

• For every sent frame, the acknowledgment is needed 

 
• Datalink layer at the sender side waits for its network layer in order to send the data packet. the data link layer makes the 

frame out of the data provided by the network layer and then sends it to the physical layer. After sending the data it will then 

wait for the acknowledgment before sending the next frame. 

• The data link layer on the receiver side waits for the frame to arrive. When the frame arrives then the receiver processes the 

frame and then delivers it to the network layer. After that, it will send the acknowledgment or we can say that ACK frame 

back to the sender. 

 
10a) 

Links : 10 

Ports : 4 
10b) 

The data link layer at the sender side mainly gets the data from the network layer and then makes the frame out of data and 

sends it. On the Receiver site, the data link layer receives the frame from the physical layer and then extracts the data from 

the frame, and then delivers the data to its network layer. 

Procedure : 



 

 

There is no frame send by the data link layer of the sender site until its network layer has a data packet to send. 

Similarly, the receiver site cannot deliver a data packet to its network layer until a frame arrives. 

The procedure at the sender site runs constantly; there is no action until there is a request from the network layer. 

Also, the procedure at the receiver site runs constantly; there is no action until there is a notification from the physical layer. 

 
 

 


