
Answer Key- 

1. What do you understand by Data Communication? Explain the 
Application of Computer Networks?  

 
DATA COMMUNICATIONS  

Data communications are the exchange of data between two devices via some form of transmission 

medium such as a wire cable. For data communications to occur, the communicating devices must 

be part of a communication system made up of a combination of hardware (physical equipment) 

and software (programs). The effectiveness of a data communications system depends on four 

fundamental characteristics: delivery, accuracy, timeliness, and jitter. 

Applications of Computer Network 

There are multiple applications of computer networks including: 

• Business applications: Computer networks are widely used in businesses to 
improve communication, share resources, and enable remote access. 

• Educational applications: Computer networks are used extensively in educational 
institutions to facilitate distance learning, provide access to educational resources, and 
enable collaboration among students and teachers. 

• Healthcare applications: Computer networks are used in healthcare to store and 
share patient information, enabling healthcare professionals to provide more 
personalized care. 

• Entertainment applications: Computer networks are used for entertainment 
purposes such as online gaming, streaming movies and music, and social media. 

• Military applications: Computer networks are used in military applications to provide 
secure communication and information sharing among military personnel. 

• Scientific applications: Computer networks are used in scientific research to 
facilitate collaboration among researchers and share data and information. 

• Transportation applications: Computer networks are used in transportation to 
manage traffic, track vehicles, and improve transportation efficiency. 

• Banking and finance applications: Computer networks are used in banking and 
finance to process transactions, share information, and provide secure access to 
financial services. 

2. With a neat diagram, Explain OSI Model. 

 



 

 

•The purpose of the OSI model is to show how to facilitate communication 

between different systems without requiring changes to the logic of the 

underlying hardware and software.  

•The OSI model is not a protocol; it is a model for understanding and designing 

a network architecture that is flexible, robust, and interoperable. 

 

 

LAYERS IN THE OSI MODEL 



Physical Layer: The physical layer is responsible for movements of individual bits from one 

hop (node) to the next. 

Data Link Layer: The data link layer is responsible for moving frames from one hop (node) to the 

next. 

Network Layer: The network layer is responsible for the delivery of individual packets from the 

source host to the destination host. 

Transport Layer: The transport layer is responsible for the delivery of a message from one process to 

another. 

Session Layer: The session layer is responsible for dialog control and synchronization. 

Presentation Layer: The presentation layer is responsible for translation, compression, and 

encryption. 

Application Layer: The application layer is responsible for providing services to the user. 

 
3. What are the different types/categories of the networks? Explain in detail and 
differentiate them. 
 

Categories of Networks: 

 
The category into which a network falls is determined by its size. 

A LAN normally covers an area less than 2 mi; 

A WAN can be worldwide. Networks of a size in between are normally referred to as 

metropolitan area networks and span tens of miles. 

• 

Local Area Network: 
A local area network (LAN) is usually privately owned and links the devices in a single office, 

building, or campus. Depending on the needs of an organization and the type of technology used, 

a LAN can be as simple as two PCs and a printer in someone's home office; or it can extend 

throughout a company and include audio and video peripherals. Currently, LAN size is limited to 

a few kilometres. 

LANs are designed to allow resources to be shared between personal computers or workstations. 

The resources to be shared can include hardware (e.g., a printer), software (e.g., an application 

program), or data. In addition to size, LANs are distinguished from other types of networks by their 

transmission media and topology. In general, a given LAN will use only one type of transmission 

medium. The most common LAN topologies are bus, ring, and star. Early LANs had data rates in 

the 4 to 16 megabits per second (Mbps) range. Today, however, speeds are normally 100 or 1000 

Mbps. 

Wide Area Network 
A wide area network (WAN) provides long distance transmission of data, image, audio, and video 

information over large geographic areas that may comprise a country, a continent, or even the whole 

world. A WAN can be as complex as the backbones that connect the Internet-->switched WAN or 

as simple as a dial up line that connects a home computer to the Internet -->point to point WAN. 

The switched WAN connects the end systems, which usually comprise a router (internetworking 

connecting device) that connects to another LAN or WAN. The point to point WAN is normally a 

line leased from a telephone or cable TV provider that connects a home computer or a small LAN 

to an Internet service provider ( lSP ). This type of WAN is often used to provide Internet access. 

An early example of a switched WAN is X.25. A good example of a switched WAN is the 

asynchronous transfer mode (ATM) network, which is a network with fixed size data unit packets 

called cell. 

Metropolitan Area Network: 
A metropolitan area network (MAN) is a network with a size between a LAN and a WAN. It 

normally covers the area inside a town or a city. It is designed for customers who need a high-speed 



connectivity, normally to the Internet, and have endpoints spread over a city or part of city. A good 

example of a MAN is the part of the telephone company network that can provide a high-speed 

DSL line to the customer.  

 

 
 

 

4. What is the difference between a port address, a logical address, and a 

physical address? 

 



 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 



 

 

 

 

 

 



5. With a neat diagram, Explain TCP/IP Protocol Suite. 
 
TCP/IP MODEL 
•It is also called as the TCP/IP protocol suite. It is a collection of 
protocols 
•It is a hierarchical model, i.e. There are multiple layers and higher 
layer protocols are supported by lower layer protocols 
•It existed even before the OSI model was developed. 
•Originally had four layers (bottom to top): 
•1. Host to Network Layer 
•2. Internet Layer 
•3. Transport Layer 
•4. Application Layer 
 
•The structure TCP/IP model is very similar to the structure of the OSI reference model. The 
OSI model has seven layers where the TCP/IP model has four layers. The Application layer 
of TCP/IP model corresponds to the Application Layer of Session, Presentation & 
Application Layer of OSI model. The Transport layer of TCP/IP model corresponds to the 
Transport Layer of OSI model, The Network layer of TCP/IP model corresponds to the 
Network Layer of OSI model. The Host to network layer of TCP/IP model corresponds to the 
Physical and Datalink Layer of OSI model. 
The diagram showing the comparison of OSI model and TCP/IP model along with the 
protocols is as shown below 
 
 
 
 

 

Functions of the Layers of TCP/IP model: 

A. Host to Network Layer: 

This layer is a combination of protocols at the physical and data link layers. It supports all 

standard protocols used at these layers 

B. Network Layer: 

•The network layer is responsible for source to destination transmission of data. 

• The network layer is also responsible for routing the packet. 

• The routers choose the best route for each packet. 



•At the network layer (or, more accurately, the internetwork layer), TCP/IP supports the 

Internetworking Protocol. 

•IP is a combination of four protocols: 

•1. ARP 

•2. RARP 

•3. ICMP 

•4. IGMP 

•IP defines the format and the structure of addresses. 

•IP transports data in packets called datagrams 

 



 

 

D. Application Layer  
The Application Layer is a combination of Session, Presentation & Application Layers of OSI 

models and define high level protocols like File Transfer (FTP), Electronic Mail (SMTP), 

Virtual Terminal (TELNET), Domain Name Service (DNS), etc. 

6.What are the types of Data Representation and Transmission Modes? 



 

 



 

7.Explain any two in detail- a) Internetworking b) the Internet c) Protocol 
& Standards. 
 
A) Internetworking- 
Internetworking is combined of 2 words, inter and networking which implies an 
association between totally different nodes or segments. This connection area unit is 
established through intercessor devices akin to routers or gateway. The first term for 
associate degree internetwork was catenet. This interconnection is often among or 
between public, private, commercial, industrial, or governmental networks. Thus, 
associate degree internetwork could be an assortment of individual networks, 
connected by intermediate networking devices, that function as one giant network. 
Internetworking refers to the trade, products, and procedures that meet the challenge 
of making and administering internet works.  
 
To enable communication, every individual network node or phase is designed with a 
similar protocol or communication logic, that is Transfer Control Protocol (TCP) or 
Internet Protocol (IP). Once a network communicates with another network having 
constant communication procedures, it’s called Internetworking. Internetworking was 
designed to resolve the matter of delivering a packet of information through many 
links.  
There is a minute difference between extending the network and Internetworking. 
Merely exploitation of either a switch or a hub to attach 2 local area networks is an 
extension of LAN whereas connecting them via the router is an associate degree 
example of Internetworking. 
 

B) Internet: 



 

 

c) Protocol & Standards- 
 
 
 

 



 

 

 

8. What are the Fundamental Characteristics and Components of Data 

Communication. 



 

 



 

 

 

 

9. What are the Criteria to analyze the Network? Explain Different Network 

Metrics with proper definition. 



 

 

10. Explain Distribute and Centralized Processing with example. 
 
 



 

Centralised Processing: 

Centralized systems are the most intuitive and easy to understand and 
define.  
Centralized systems are systems that use client/server architecture where 
one or more client nodes are directly connected to a central server. This is 
the most commonly used type of system in many organizations where a 
client sends a request to a company server and receives the response. 
 

Characteristics of Centralized Systems 

• Run on a single computer system and do not interact with another 
computer system. 

• A modern, general-purpose computer system consists of one to a few 
processors and a number of device controllers that are connected 
through a common bus that provides access to shared memory. 

• The processors have local cache memories that store local copies of 
parts of the memory, to speed up access to data. 

• Centralized systems have specialized device controllers responsible 
for managing various hardware components, such as disk drives and 
audio devices 

• A typical single-user system is a desktop unit used by a single person, 
usually with only one processor and one or two hard disks, and usually 
only one person using the machine at a time. 



• A typical multiuser system, has more disks and more memory and may 
have multiple processors. It serves a large number of users who are 
connected to the system remotely. 

• Database systems designed for use by single users usually do not 
provide many of the facilities that a multiuser database provides. 

• Centralized systems can have multiple processors, and fine-grained 
parallelism is a characteristic that may be present in some centralized 
systems to improve performance. 

 
 

 

 

 

 

 


