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Q1. Explain the different types of Network Application Architectures. 

Q1. Explain the different types of Network Application Architectures. 

Two different types : Client-Server and Peer to Peer [5+5] 

Client-Server: 

● In client-server architecture, there is an always-on host, called the server, which provides 

services when it receives requests from many other hosts, called clients. 

● Example: In Web application Web server services requests from browsers running on 

client hosts. When a Web server receives a request for an object from a client host, it 

responds by sending the requested object to the client host. 

● In client-server architecture, clients do not directly communicate with each other. 

● The server has a fixed, well-known address, called an IP address. Because the server has 

a fixed, well-known address, and because the server is always on, a client can always 

contact the server by sending a packet to the server’s IP address. 

● Some of the better-known applications with a client-server architecture include the Web, 

FTP, Telnet, and e-mail. 

 
Peer to Peer Architecture: 

● In a P2P architecture, there is minimal dependence on dedicated servers in data centers. 

● The application employs direct communication between pairs of intermittently connected 

hosts, called peers. 

● The peers are not owned by the service provider, but are instead desktops and laptops 
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controlled by users, with most of the peers residing in homes, universities, and offices. 

● Many of today’s most popular and traffic-intensive applications are based on P2P 

architectures. These applications include file sharing (e.g., BitTorrent), Internet 

Telephony (e.g., Skype), and IPTV (e.g., Kankan and PPstream). 

● Features: 

Self-scalability: 

For example, in a P2P file-sharing application, although each peer generates workload by 

requesting files, each peer also adds service capacity to the system by distributing files to 

other peers. 

Cost effective: 

P2P architectures are also cost effective, since they normally don’t require significant 
server infrastructure and server bandwidth 
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Q2.  With examples, explain HTTP request and response message formats. 

 

Request Header:  [5 Marks] 

 
 

 

 

 

 

Response Header: [5 Marks] 
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Q3. Write short notes on a) Cookies b) Web Caching 

Cookies – 5 Marks 

Web Caching- 5 Marks 
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Q4. a)  Describe the iterative and recursive services for query resolution provided by DNS. 

 
Here DNS query is sent to local DNS server then to root server, then to TLD 
server and finally to authoritative DNS server. DNS response arrives in the 
reverse order. 
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Here DNS query will be sent to Local DNS server, then to root server. Root server sends the IP 

address of TLD server. Now local DNS server sends query to TLD DNS server. TLD DNS 

server sends the IP address of authoritative DNS server to local DNS server. Now Local DNS 

server sends query to authoritative DNS server. Authoritative DNS server sends the IP address of 

host to local DNS server. Local DNS server sends it to the host. 

 

b) What is DHT? Explain the working of DHT. [1+3] 

Distributed Hash Tables 
 
P2P version of this database will store the (key, value) pairs over millions of peers.  

 In the P2P system, each peer will only hold a small subset of the totality of the (key, 

value) pairs. We’ll allow any peer to query the distributed database with a particular key. 

The distributed database will then locate the peers that have the corresponding (key, value) 

pairs and return the key-value pairs to the querying peer.  

 Any peer will also be allowed to insert new key-value pairs into the database. Such a 

distributed database is referred to as a distributed hash table (DHT).  

 One naïve approach to building a DHT is to randomly scatter the (key, value) pairs 

across all the peers and have each peer maintain a list of the IP addresses of all 

participating peers. In this design, the querying peer sends its query to all other peers, and 

the peers containing the (key, value) pairs that match the key can respond with their 

matching pairs.  

 Such an approach is completely unscalable as it would require each peer to know about 
all other peers and have each query sent to all peers.  

 An elegant approach to designing a DHT is to first assign an identifier to each peer, 
where each identifier is an integer in the range [0, 2n-1] for some fixed n.  

 This also require each key to be an integer in the same range.  

 To create integers out of such keys, we will use a hash function that maps each key 

(e.g., social security number) to an integer in the range [0, 2n-1].  

Problem of storing the (key, value) pairs in the DHT:  
 The central issue here is defining a rule for assigning keys to peers. Given that each peer 

has an integer identifier and that each key is also an integer in the same range, a natural 



 

approach is to assign each (key, value) pair to the peer whose identifier is the closest to the 

key.  

 
 

 

Q5. Implement a network application for client server communication using sockets over TCP. 
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Q6. a)  Explain the connection-oriented multiplexing and de-multiplexing. 

 
b)  With an example, demonstrate how UDP checksum is generated and how is it used to detect the 

transmission errors at the receiver end? (Note: Take any four 16 bit data blocks as input)  [4]  

 

[6] 
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Q7. 

 
 

a) Illustrate rdt 2.1 (sender and receiver) with a neat labeled FSM diagram. 

 
 

 
 

 

 

b)  With a neat diagram, describe TCP Segment Structure. [4] 
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8. Explain Selective Repeat (SR) Protocol.                [10]              

   



 

 

 



 

 
 
 

 


